Programmatically Configuring Permissions on a Share

Rate This  
![http://blogs.msdn.com/Utility/images/star-left-on.png](data:image/png;base64,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)![http://blogs.msdn.com/Utility/images/star-right-on.png](data:image/png;base64,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)![http://blogs.msdn.com/Utility/images/star-left-on.png](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAQCAYAAAArij59AAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAgY0hSTQAAeiYAAICEAAD6AAAAgOgAAHUwAADqYAAAOpgAABdwnLpRPAAAABh0RVh0U29mdHdhcmUAUGFpbnQuTkVUIHYzLjM2qefiJQAAASZJREFUKFNjYMADzmxmjMUnzwBU0I9TwelNjHJX9ilux6ng+HrG8MdXE67gVHB4NeOUr2+mvceqYP9yRvmTW2T3/nw39T/DrkWM27Dh68d9rn18XPqfYWo9g/z0Rob5mxbo3nj7bMqP7++m/f/8ovX/5+fN/9/dTf8PtmJuOyPToh6mqBWTuQ5dOxHz7OOTmv8vbyf+f3AtFKIABtbPYJLdPId54e2LoW+vXrL9f+WiDaoCkMKlfQwTr56yfXfvmtF/EEYxYX4HA9uibqaDL25b/HlxW/P/yzsGqArmtDIYbpjNe+X9fe3/T6+q/1w/kws1oGY0MaQeWif8+OxuiVdz25lOzGxmSECxYloDw4yFPayXgPQiIFbCCEVgmJwB4kQgZoZJAgBVO5W2ng2BYwAAAABJRU5ErkJggg==)![http://blogs.msdn.com/Utility/images/star-right-on.png](data:image/png;base64,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)![http://blogs.msdn.com/Utility/images/star-left-on.png](data:image/png;base64,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)![http://blogs.msdn.com/Utility/images/star-right-on.png](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAQCAYAAAArij59AAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAgY0hSTQAAeiYAAICEAAD6AAAAgOgAAHUwAADqYAAAOpgAABdwnLpRPAAAABh0RVh0U29mdHdhcmUAUGFpbnQuTkVUIHYzLjM2qefiJQAAASJJREFUKFNjOLOZMZYBHwAq6Mer4Mo+xe2nNzHK4VT0+GrClePrGcNxKvj6Ztr7w6sZp+BU8PPd1P8nt8ju3b+cUR6roo+PS/9fP+5zbdcixm3YMMO7u+n/Pz9v/v/5Rev/7++m/X/7bMqPTQt0b0xvZJg/tZ5BnuHBtdD/L28n/v/4pOb/tRMxz1ZM5jq0qIcpam47IxPYyisXbf5fvWT7//bF0Leb5zAvXD+DSRbFLfeuGf0H4aunbN8t7WOYiOHQl3cM/r+4rQnEFn8WdTMdnN/BwIaiaP1MritPr6r/fH9f+/+G2bxX5rQyGKIomNnMkDC3nenE2d0Srw6tE348o4khFcOaaQ0MSkC8aGEP6yUgPQNrgAH9zAzEiUB8BlkBAFBQlbZHn3dOAAAAAElFTkSuQmCC)![http://blogs.msdn.com/Utility/images/star-left-on.png](data:image/png;base64,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)![http://blogs.msdn.com/Utility/images/star-right-on.png](data:image/png;base64,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)![http://blogs.msdn.com/Utility/images/star-left-on.png](data:image/png;base64,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)![http://blogs.msdn.com/Utility/images/star-right-on.png](data:image/png;base64,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)![](data:image/x-wmf;base64,183GmgAAAAAAAGAAGABgAAAAAAAJVwEACQAAA+sAAAAFABwAAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAhgAYAADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwABgAAQAAAF8ACQAAAB0GIQDwAAEAXwAXAAAABwAAAPwCAACgoKAAAAAEAAAALQEBAAkAAAAdBiEA8AAXAAEAAAAAAAkAAAAdBiEA8AABAF4AAAABAAcAAAD8AgAA4+PjAAAABAAAAC0BAgAJAAAAHQYhAPAAFgABAAEAXgAJAAAAHQYhAPAAAQBdABYAAQAHAAAA/AIAAGlpaQAAAAQAAAAtAQMACQAAAB0GIQDwABUAAQABAAEACQAAAB0GIQDwAAEAXAABAAIABQAAAAsCAAAAAAUAAAAMAhgAYAAFAAAAAQL///8ABQAAAC4BAAAAAAUAAAACAQEAAAALAAAAMgoAAAAAAAACAAIAAgBeABYAHAAAAPsC9f8AAAAAAACQAQAAAAAAQAACQXJpYWwA7HWODQqhaDEWCnwMRQDYlOh1gAHsdZZCZlYEAAAALQEEAAUAAAAJAgAAAAANAAAAMgoEAAwAAQAEAAIABABeABIANQAGAAQAAAAnAf//AwAAAAAA)

[![http://i1.social.microsoft.com/profile/u/avatar.jpg?displayname=youhadmeathelloworld&size=large](data:image/jpeg;base64,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)YouHadMeAtHelloWorld](http://blogs.msdn.com/HelloWorld/ProfileUrlRedirect.ashx)

6 Jun 2008 1:38 PM

* Comments[33](http://blogs.msdn.com/b/helloworld/archive/2008/06/06/programmatically-configuring-permissions-on-a-share-in-c.aspx#comments)

I was asked this problem on how to set up permission for a share programmatically using .Net Framework. Well, I am not aware of any API that can do that. Searching does not return any good result. There are lot of resources on how to configure permission settings for local folder, but not so much for UNC path. At the end, I dug msdn and had my solution, using WMI.

To setup a share, you need these information, the share that you want to setup (securable or trustee), whom you will give the permissions to the share (principal), what kind of permissions you want to give.

Using this scenario, you have a share [\\ContosoServer\JohnShare](file:///\\contososerver\JohnShare), and you want John Doe (contoso\johndoe) to have full access to this share. The steps to configure the share permissions are as follow:

* Create a WMI instance of the principal (Win32\_Trustee).   
  //Getting the Sid value is not required for Vista.   
  NTAccount account = newNTAccount(Domain, UserName);   
  SecurityIdentifiersid = (SecurityIdentifier)account.Translate(typeof(SecurityIdentifier));   
  byte[] sidArray = new byte[sid.BinaryLength];   
  sid.GetBinaryForm(sidArray, 0);   
    
  ManagementObject Trustee = new ManagementClass(new ManagementPath("Win32\_Trustee"), null);   
  Trustee["Domain"] = "contoso";   
  Trustee["Name"] = "johndoe";   
  Trustee["SID"] = sidArray;
* Create a WMI instance of Win32\_Ace, assign the Trustee to this Win32\_Ace instance.   
  ManagementObject AdminACE = new ManagementClass(new ManagementPath("Win32\_Ace"), null);   
  AdminACE["AccessMask"] = 2032127; // 0x1f01ff  
  AdminACE["AceFlags"] = 3;   
  AdminACE["AceType"] = 0;   
  AdminACE["Trustee"] = Trustee;   
    
  To know what values you need to put there, check msdn ([link](http://msdn.microsoft.com/en-us/library/aa394063(VS.85).aspx)). I actually encourage you to write an enum flag to encapsulate those values.   
  In nut shell, 2032127 is for full access, Access Flags 3 is for non-container and container child objects to inherit the ACE, and Ace Type 0 is to allow the trustee to access it.
* Create a WMI instance of the security descriptor (Win32\_SecurityDescriptor)   
  ManagementObject secDescriptor = new ManagementClass(new ManagementPath("Win32\_SecurityDescriptor"), null);   
  secDescriptor["ControlFlags"] = 4; //SE\_DACL\_PRESENT   
  secDescriptor["DACL"] = new object[] { AdminACE};
* Now, create a WMI instance of Win32\_Share, and setup the security.   
  ManagementObject share = new ManagementObject(@"\\ContosoServer\root\cimv2:Win32\_Share.Name='JohnShare'");   
  share.InvokeMethod("SetShareInfo", new object[] {Int32.MaxValue, "This is John's share", secDescriptor});   
  Check the return value of the Invoke, the method returns an Object, convert it to Int32.

That code will overwrite the existing permission, so be careful. WMI stuff are available in System.Management assemblies.

For references, these are the links that you will be interested with, [Win32\_Trustee](http://msdn.microsoft.com/en-us/library/aa394501(VS.85).aspx), [Win32\_ACE](http://msdn.microsoft.com/en-us/library/aa394063(VS.85).aspx), [Win32\_SecurityDescriptor](http://msdn.microsoft.com/en-us/library/aa394402(VS.85).aspx), and [Win32\_Share](http://msdn.microsoft.com/en-us/library/aa394435.aspx).

*Update (6/9/2008)*

I updated the first step with the code to assign Sid, thanks to **David Smith** for his email. With Windows Vista, you do not need to supply Sid. You can supply just the domain name and the user name, it will work. Using Server 2003, and most likely XP, you have to supply all three, user name, domain, and Sid.

* [33 Comments](http://blogs.msdn.com/b/helloworld/archive/2008/06/06/programmatically-configuring-permissions-on-a-share-in-c.aspx#comments)

![](data:image/x-wmf;base64,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)

|  |  |
| --- | --- |
|  |  |

8 Jun 2008 7:32 AM

Wow! I can't tell you how grateful I am to have found your How-To. I've been banging my head against the wall on this all morning and the docs have been of little help. I did follow the link and create an enum for AccessMask, but none of the listed values are 2032127. Is this the sum of several values?

8 Jun 2008 7:51 AM

Just to clarify, I realize the docs say you have to add them together, but coming up with the right combination (as you did here) requires a few more steps.

Thanks for your feedback about enum value 2032127, you are correct, that value is sum of several enum values. I am going to write another post on that next week.

8 Jun 2008 1:30 PM

The code you provided for configuring the trustee works for local accounts by not for domain accounts. To create both local and domain permissions, I set the SID as follows, where domain and accountName are strings for the obvious values.

NTAccount ntAccount = new NTAccount(domain, accountName);

SecurityIdentifier sid = (SecurityIdentifier) ntAccount.Translate(typeof(SecurityIdentifier));

byte[] sidArray = new byte[sid.BinaryLength];

sid.GetBinaryForm(sidArray, 0);

ManagementObject trustee = new ManagementClass(new ManagementPath("Win32\_Trustee"), null);

trustee["SID"] = sidArray;

9 Jun 2008 2:36 PM

Sid is required when the code is executed on Windows Server 2003, Vista does not require Sid property to be assigned.

On Server 2003, you have to supply all, only Sid won't assign the permission correctly.

9 Jun 2008 7:31 PM

In my previous post , I have shown you how to modify share permission using .Net framework. Access Mask

26 Jun 2008 5:54 AM

Hi

I have been able to CHANGE the EVERYONE to any user or group that I want but I am not being able to ADD another user/group to my share list.

example: Administrators Full controll and domainname\user full control. (not talking NTFS) just shares permissions.

I wonder if you could help me out.

26 Jun 2008 12:14 PM

Hello foxer,

I can try to help you out. Please be aware that SetShareInfo will overwrite the security descriptor, so you cannot really add permissions, you define a new security permission.

In order for you to define a full access for Admin and a domain user, what you have to do is to create two instances of Win32\_Ace objects like what I have shown you in this blog, let us call it AdminAce and UserAce.

When you create Win32\_SecurityDescriptor, create it like this:

ManagementObject secDescriptor = new ManagementClass(new ManagementPath("Win32\_SecurityDescriptor"), null);   
secDescriptor["ControlFlags"] = 4; //SE\_DACL\_PRESENT   
secDescriptor["DACL"] = new object[] { AdminAce, **UserAce**};

Pass both Win32\_Ace objects to the DACL property.

27 Jun 2008 3:11 AM

Hi Thanks

It worked. At last! I should have thought of it.

3 Jul 2008 3:55 PM

Great article!

I was interested in getting the list of User,Permission pairs, like in the Sharing->Permissions menu. I've tried using the 'GetAccessMask' in Win32\_Share, but that only shows your current computer's access. The idea I had was to get the list of all domain-user/group pairs, then impersonate and use GetAccessmask, but that seems awful. If you had any ideas, I'd be grateful :)

* [YouHadMeAtHelloWorld](http://blogs.msdn.com/HelloWorld/ProfileUrlRedirect.ashx)

8 Dec 2008 12:42 AM

Hi Bhargavi,

Each users must be represented by an ace. Create Trustee for each users, and then assign each trustee to its own ace.

Then when creating security descriptor, assign those aces to the DACL property. For example:

secDescriptor["DACL"] = new object[] { AdminACE, YourACE, MyAce, ThirdPersonAce };

* ![http://blogs.msdn.com/utility/anonymous.gif](data:image/gif;base64,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)subtile

20 Feb 2009 10:02 AM

Great post!

I keep getting error in this line:

ManagementObject share = new ManagementObject(@"\\MyRemoteServer\root\cimv2:Win32\_Share.Name='TestShare'");

If not my share name TestShare is equals to the shared folder name.

Any ideas how to solve this problem ?

Best Regards subtile

20 Feb 2009 11:13 AM

@Subtile: What is the error? Is the share on a different machine or on the same machine?

25 Mar 2009 10:31 PM

Hi!

Thanks for the post, this is really helpful. However, I'm having some trouble in the following scenario:

In a home network, user A and B are in the same workgroup, but on different machine. A wants to allow user B (on a different machine) to share a folder residing on user A's machine.

Is there a way to do this? Both machines run windows XP, with only workgroups, no domains.

--kim

2 Apr 2009 5:08 PM

@Kim.

Give this a try.

B must have an account on machine A, and B must be an admin. B's account on both machines must have identical password.

7 Jul 2009 3:57 PM

Hi

Could you tell me how to share a folder to everyone instead of a specific user?

Thanks!

* [![http://i1.social.microsoft.com/profile/u/avatar.jpg?displayname=youhadmeathelloworld&size=large](data:image/jpeg;base64,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)YouHadMeAtHelloWorld](http://blogs.msdn.com/HelloWorld/ProfileUrlRedirect.ashx)

7 Jul 2009 5:15 PM

@David B:

If you need Everyone to have read-only access, then what you need to do is to set DACL to null.

secDescriptor["DACL"] = null;

This will give everyone a read access.

If you need to give 'Everyone' read-write access, then you have to create the Win32\_Trustee, using WellKnownSidType enum. I need to check my note again about this. I will put this for my next blog post.

Give this a try, when creating Trustee object, try to use 'NT Authority\Everyone'

ManagementObject Trustee = new ManagementClass(new ManagementPath("Win32\_Trustee"), null);

Trustee["Domain"] = "NT Authority";

Trustee["Name"] = "Everyone";

8 Jul 2009 9:45 AM

@HelloWorld

Thanks for the reply. This works on my Vista machine, but it doesn't work on Windows Server 2003. Any thoughts? Here is what I have for code.

protected void CreateShare(string path, string shareName)  
{  
// Create a ManagementClass object  
ManagementClass managementClass = new ManagementClass("Win32\_Share");  
// Create ManagementBaseObjects for in and out parameters  
ManagementBaseObject inParams = managementClass.GetMethodParameters("Create");  
ManagementBaseObject outParams;  
// Set the input parameters  
inParams["Description"] = "IdeaServer";  
inParams["Name"] = shareName;  
inParams["Path"] = path;  
inParams["Type"] = 0x0; // Disk Drive  
//Another Type:  
// DISK\_DRIVE = 0x0  
// PRINT\_QUEUE = 0x1  
// DEVICE = 0x2  
// IPC = 0x3  
// DISK\_DRIVE\_ADMIN = 0x80000000  
// PRINT\_QUEUE\_ADMIN = 0x80000001  
// DEVICE\_ADMIN = 0x80000002  
// IPC\_ADMIN = 0x8000003  
//inParams["MaximumAllowed"] = int maxConnectionsNum;  
// Invoke the method on the ManagementClass object  
inParams["Access"] = SecurityDescriptor();  
outParams = managementClass.InvokeMethod("Create", inParams, null);  
// Check to see if the method invocation was successful  
uint rVal = (uint)(outParams.Properties["ReturnValue"].Value);  
if (rVal != 0 && rVal != 22) // ok if it already exists  
{  
throw new Exception("Unable to share directory.");  
}  
}

private static ManagementBaseObject SecurityDescriptor()  
{  
NTAccount account = new NTAccount("NT Authority", "Everyone");  
SecurityIdentifier sid = (SecurityIdentifier)account.Translate(typeof(SecurityIdentifier));  
byte[] sidArray = new byte[sid.BinaryLength];  
sid.GetBinaryForm(sidArray, 0);   
ManagementObject Trustee = new ManagementClass(new ManagementPath("Win32\_Trustee"), null);  
Trustee["Domain"] = "NT Authority";  
Trustee["Name"] = "Everyone";  
Trustee["SID"] = sidArray;  
ManagementObject AdminACE = new ManagementClass(new ManagementPath("Win32\_Ace"), null);  
AdminACE["AccessMask"] = 2032127; //or 0x1f01ff  
AdminACE["AceFlags"] = 3;  
AdminACE["AceType"] = 0;  
AdminACE["Trustee"] = Trustee;  
ManagementObject SecurityDescriptor = new ManagementClass(new ManagementPath("Win32\_SecurityDescriptor"), null);  
SecurityDescriptor["ControlFlags"] = 4; //SE\_DACL\_PRESENT  
SecurityDescriptor["DACL"] = new object[] { AdminACE };  
return SecurityDescriptor;  
}

Thanks a lot!

David

* [![http://i1.social.microsoft.com/profile/u/avatar.jpg?displayname=youhadmeathelloworld&size=large](data:image/jpeg;base64,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)YouHadMeAtHelloWorld](http://blogs.msdn.com/HelloWorld/ProfileUrlRedirect.ashx)

9 Jul 2009 1:17 PM

@David:

Try this, update your code from

ManagementObject Trustee = new ManagementClass(new ManagementPath("Win32\_Trustee"), null);

Trustee["Domain"] = "NT Authority";

Trustee["Name"] = "Everyone";

Trustee["SID"] = sidArray;

to

SecurityIdentifier Sec = new SecurityIdentifier(System.Security.Principal.WellKnownSidType.WorldSid, null);

byte[] sidArray = new byte[Sec.BinaryLength];

Sec.GetBinaryForm(sidArray, 0);

ManagementObject Trustee = new ManagementClass(new ManagementPath("Win32\_Trustee"), null);

Trustee["SID"] = sidArray;

14 Jul 2009 10:56 AM

@HelloWorld

Thanks! That worked perfectly!

29 Aug 2009 10:26 PM

How do you update the share permissions on an already created share? For example add a new user to the share etc

29 Aug 2009 10:58 PM

@Aditya:

Please check my other post. <http://blogs.msdn.com/helloworld/archive/2008/07/22/editing-share-permission.aspx>

29 Apr 2010 7:17 AM

Thank you SO much for posting this! I couldn't find an example of how to do this for Everyone, but you covered that for another reading in your comments.

Cheers!

-RG!

26 May 2010 4:17 PM

Just wanted to point out that there is a Windows API for creating shared folders and specifying their permissions, for anyone who does not want to use WMI. I've spent the last 2 days trying to get it to work from a VB.NET app and have finally been successful - see this thread on vbforums for more details: [www.vbforums.com/showthread.php](http://www.vbforums.com/showthread.php?t=615648)

Hope it is useful to someone

Chris

* ![http://blogs.msdn.com/utility/anonymous.gif](data:image/gif;base64,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)Brad Garrison

12 Jul 2010 3:09 PM

Here is the breakdown for the access mask. Add them together as needed.

FOLDER\_LIST\_DIRECTORY = 1

FOLDER\_ADD\_FILE = 2

FOLDER\_ADD\_SUBDIRECTORY = 4

FILE\_READ\_EA = 8

FILE\_WRITE\_EA = 16

FOLDER\_TRAVERSE = 32

FILE\_DELETE\_CHILD = 64

FILE\_READ\_ATTRIBUTES = 128

FILE\_WRITE\_ATTRIBUTES = 256

FILE\_DELETE = 65536

FILE\_READ\_CONTROL = 131072

FILE\_WRITE\_DAC = 262144

FILE\_WRITE\_OWNER = 524288

FILE\_SYNCHRONIZE = 1048576

FILE\_ALL\_ACCESS = 2032127

In my previous post, I have shown you [how to set up permission on a share](http://blogs.msdn.com/helloworld/archive/2008/06/06/programmatically-configuring-permissions-on-a-share-in-c.aspx). The thing with Win32\_Share, when you set the permission, you basically overwrites the existing permission.

If you want to edit permission on the share (grant a new user access to the share, or revoke an existing user's permission), then you have to get the security descriptor for that share, and modify it, and then call [Win32\_Share.SetShareInfo](http://msdn.microsoft.com/en-us/library/aa393598(VS.85).aspx) to set the share permission.

To get security descriptor of a share, you can use [Win32\_LogicalShareSecuritySetting](http://msdn.microsoft.com/en-us/library/aa394188.aspx) class. Then update the security descriptor and set that security descriptor back to the share.

When calling ManagementObject.GetSecurityDescriptor, it will return a ManagementBaseObject instance, it has two properties, ReturnValue and Descriptor. ReturnValue is an integer value, that tells you whether the operation is successful or not. Look for the possible value [here](http://msdn.microsoft.com/en-us/library/aa390773(VS.85).aspx). The Descriptor property is an instance of SecurityDescriptor.

To summarize (for those who love bullet points):

* Get the Win32\_Ace instance for the new user.
* Get the current security descriptor.
* Get the DACL (Array of Win32\_Ace) from the security descriptor.
* **Add** the Win32\_Ace for the new user into the Win32\_Ace array.
* Reassign the edited DACL back to the security descriptor.
* Call Win32\_Share.SetShareInfo to set the permission.

You can delete a particular user, or changing the existing permission, by modifying the DACL or SACL in the Security Descriptor.

This snippet below is just an example on how to read, modify and assign permission on a share, this code was derived from the example on my previous [post](http://blogs.msdn.com/helloworld/archive/2008/06/06/programmatically-configuring-permissions-on-a-share-in-c.aspx).

//Create a new Win32\_Ace instance. Please refer to my previous post about creating Win32\_Ace.

NTAccount account = new NTAccount("contoso", "janedoe");

SecurityIdentifier sid = (SecurityIdentifier)account.Translate(typeof(SecurityIdentifier));

byte[] sidArray = new byte[sid.BinaryLength];

sid.GetBinaryForm(sidArray, 0);

ManagementObject Trustee = new ManagementClass(new ManagementPath("Win32\_Trustee"), null);

Trustee["Domain"] = "contoso";

Trustee["Name"] = "janedoe";

Trustee["SID"] = sidArray;

ManagementObject ACE = new ManagementClass(new ManagementPath("Win32\_Ace"), null);

ACE["AccessMask"] = 2032127;

ACE["AceFlags"] = 3;

ACE["AceType"] = 0;

ACE["Trustee"] = Trustee;

//After we have the new Win\_32Ace, now we need to get the existing Ace instances (DACL).

//Create an instance of Win32\_LogicalSecuritySetting, set the path to the server and the share.

ManagementObject Win32LogicalSecuritySetting = new ManagementObject(@"\\ContosoServer\root\cimv2:Win32\_LogicalShareSecuritySetting.Name='JohnShare'");

//Call the GetSecurityDescriptor method. This method returns one out parameter.

ManagementBaseObject Return = Win32LogicalSecuritySetting.InvokeMethod("GetSecurityDescriptor", null, null);

//The return value of that call above has two properties, ReturnValue, which you can use

//to read the status of the call (failed, success, etc.), and Descriptor, which is an instance

//of Win32\_SecurityDescriptor.

Int32 ReturnValue = Convert.ToInt32(Return.Properties["ReturnValue"].Value);

if (ReturnValue != 0)

throw new Exception(String.Format("Error when calling GetSecurityDescriptor. Error code : {0}.", ReturnValue));

//Retrieve the array of DACL from the Security Descriptor.

ManagementBaseObject SecurityDescriptor = Return.Properties["Descriptor"].Value as ManagementBaseObject;

ManagementBaseObject[] DACL = SecurityDescriptor["DACL"] as ManagementBaseObject[];

if (DACL == null)

DACL = new ManagementBaseObject[] { ACE };

else

{

Array.Resize(ref DACL, DACL.Length + 1);

DACL[DACL.Length - 1] = ACE;

}

//Reassign the new DACL array with the new user Ace back to the Win32\_SecurityDescriptor instance, and call the

//SetSecurityDescriptor method.

SecurityDescriptor["DACL"] = DACL;

ManagementObject Share = new ManagementObject(@"\\ContosoServer\root\cimv2:Win32\_Share.Name='JohnShare'");

ReturnValue = Convert.ToInt32(Share.InvokeMethod("SetShareInfo", new object[] {Int32.MaxValue, "This is John's share", SecurityDescriptor}));

if (ReturnValue != 0)

throw new Exception(String.Format("Error when calling GetSecurityDescriptor. Error code : {0}.", ReturnValue));